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# Lista de símbolos y abreviaturas

Wi-Fi: Wireless Fidelity.

CIA: Central Intelligence Agency.

SGSI: Sistema de Gestión de la Seguridad de la Información.

# resumen

En el siguiente trabajo se presentan, las diversas vulnerabilidades y tipos de riesgos que pueden presentar las redes públicas al momento que los usuarios se conecten, de tal manera que pueda ayudar a evitar el acceso a nuestros datos o información.

Nuestro propósito central es analizar los diferentes tipos de investigación acerca de la Ciberdelincuencia en las Redes Wifi- Publicas, para poder obtener una mejor fundamentación de los tipos de riesgos que puede obtener un usuario al momento de acceder a una red.

El contexto de estudio se realizará en las Redes Wifi-Publicas, y la unidad de análisis serían los diferentes libros e informes en los cuales se redacten todo lo relacionado con Ciberdelincuencia en Rede Wifi-Publicas.

La carencia de información es nuestra gran variable que nos conduce a cometer el gran error de exponernos sin ninguna precaución. Nuestro interés es dar a conocer a todos con la veracidad y credibilidad de nuestra información, el peligro al que nos enfrentamos, y no obstante seguimos atrapado en las mismas redes por falta de conocimiento, aunque sabemos que nada es gratis y como pensar que una conexión a internet que a simple vista no nos cuesta nada y por detrás estamos pagando el precio más caro, “nuestra información”.

Para llevar a cabo esto debemos tener un mejor conocimiento sobre los ataques de seguridad, para tomar conciencia y poder evitarlos.

Y por último en dicho trabajo contaremos con una base bibliográfica de libros e informes de trabajos ya realizados certificados por profesionales. De dichos libros e informes se obtendrá la información requerida para dicha investigación.

**Palabras claves:** Ciberdelincuencia; Wifi; Redes; Riesgo; Usuario.
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